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Preface

Intended Audience

This document is intended for:

® Network engineers

® Technical support and service engineers
® Network administrators

Technical Support

@ Official website of Ruijie Reyee: https://www.ruijienetworks.com/products/reyee

® Technical support website: https://www.ruijienetworks.com/support

® Case portal:_https://caseportal.ruijienetworks.com

® Community: https://community.ruijienetworks.com

® Technical support email: service_ri@ruijienetworks.com

Conventions
1. GUI Symbols

Interface L
Description Example
symbol
1. Button names )
1. Click OK.
2. Window names, tab name, field name and ) )
Boldface ) 2. Select Config Wizard.
menu items
. 3. Click the Download File link.
3. Link
> Multi-level menus items Choose System > Time.
2. Signs

This document also uses signs to indicate some important points during the operation. The meanings of these

signs are as follows.

© warning

An alert that calls attention to important rules and information that if not understood or followed can result in

data loss or equipment damage.

A\ Note

An alert that calls attention to essential information that if not understood or followed can result in function

failure or performance degradation.

@ Instruction

An alert that contains additional or supplementary information that if not understood or followed will not lead to

serious consequences.



https://www.ruijienetworks.com/products/reyee
https://www.ruijienetworks.com/support
https://caseportal.ruijienetworks.com/
https://community.ruijienetworks.com/
file:///E:/WXWork/1688852020930759/Cache/File/2022-04/service_rj@ruijienetworks.com

¢ Specification

An alert that contains a description of product or version support.

3. Instruction
This manual is used to guide users to understand the product, install the product, and complete the configuration.

® The example of the port type may be different from the actual situation. Please proceed with configuration

according to the port type supported by the product.

® The example of display information may contain the content of other product series (such as model and

description). Please refer to the actual display information.

® The routers and router product icons involved in this manual represent common routers and layer-3

switches running routing protocols.
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Introduction

1 Product Introduction

Ruijie Reyee App is Ruijie's official application that can manage your devices more conveniently. For example,
you can use the app to check the number of devices connected to your network and define rules for devices'

Internet access.

Ruijie Reyee App is a powerful tool that allows you to quickly deploy your wireless network in only 1 minute by
scanning the QR code on devices. You can easily add devices, configure Wi-Fi, and monitor the network status,
topology, and alarms.

Ruijie Reyee App contains the following functional modules:
® SaleForce: You can choose required Ruijie products and compare them with counterparts.

® Product: displays all major products of Ruijie, including APs, switches, and gateways. You can quickly select

required models based on key features of products.
® Project: You can create a project and manage devices in the project.

® Community: displays many newly released tools that are easy to use, FAQ, and tutorial and inspection,

which help you acquire Wi-Fi deployment and troubleshooting skills.

® My: You can create the account and password, and submit logs.

2 Quick Start

2.1 Registering an Account of Ruijie Reyee App

(1) Download and install the latest version of Ruijie Reyee App through the official channel.
For example, scan the QR code to download it.

(2) Open Ruijie Reyee App and tap Sign up to register an account.
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19:04 @ T2 0N e 2 34% 8
< Registration

Server Hosting is determined by country/region. Please enter your
country/region correctly,or the device may fail to go online.

Country/Region *

China
Email * Email
Password * 512 characters

[)1 have read and agreed to the privacy Policy

Already have an account? Login

(3) Select your region, enter your email address and password, and select | have read and agreed to the
Privacy Policy.

(4) Tap Sign up.
< Registration

Server Hosting is determined by country/region. Please enter your
country/region correctly, or the device may fail to go online.

Country/Region *

China Hong Kong

Email *

7 2408@gmal.com

sword *

| have read and agreed to the Privacy Policy

Already have an account? Login

2.2 Logging In

(1) Open Ruijie Reyee App.
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09:20 @ JD O & 5 NEQ R ot 75% @

O

Ruijie Cloud

e

Forgot password? Sign up

[ 1have read and agreed to the Privacy Palicy

Quick Start

(2) Enter the account of Ruijie Reyee App and select | have read and agreed to the Privacy Policy.

(3) Tap Login.

The home page is displayed.

2.3 Quick Provisioning

2.3.1 Provisioning Reyee Devices Quickly

(1) Power on all the devices. The Self-Organizing Network (SON) will be created successfully.

X Create Project @

Have Reyee APs?

No. Yes.
Scan QR-code Connect to Wi-Fi

r A ‘\\
i
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(2) Click Start to create a project.

1m:267 T

< Create Project

Preparation before Configuration

Please make sure the following preparations are
completed.

WLAN Wireless Bridge
-

1. Finish cable connection, power on all devices, and
wait for 3 mins.

= 0 °
o qNaitfor3 mins

2. After the uniform Wi-Fi "@Ruijie-m" is sent out,
SON(Self-Organizing Network) is completed.

~~

(3) Open Settings > WLAN on your phone, and connect to the default SSID @Reyee-sXXXX or @Reyee-
MXXXX.

1n:267 T

< Create Project

Connect to Wi-Fi

1.Please connect to the Wi-Fi starting with "@Ruijie-m".

WLAN

@Ruijie-mxxxx b 4

2Wait until = appears, and return to Ruijie Cloud to

continue.
12:539 T -
Tips:

* If there is only one AP in the network, please
connect to the Wi-Fi starting with "@Ruijie-s".

A Notice Note

If there is only one AP in the network, connect to Wi-Fi with the name starting with @Ruijie-sxxxx.

If multiple APs are deployed on the network, connect to Wi-Fi with the name starting with @Ruijie-Sxxxx.

(4) After the devices are connected to Wi-Fi, they will be detected on the network.
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1m:267 ol T %

< Detect Device

/265
/

Detecting...
Please wait.

Configure the project name, management password, and scenario.

< Basic Config

° .
Project Config  Internet Config  Wi-Fi Config

Project Name *

test

Management Password *

For project safety, please ensure the password:
has at least 8 characters
contains 3 of these character types
« lowercase letters: abcd.
. uppercase letters: ABCD
« numbers: 0123
. special characters: <=>[]!@#$*()
can not contain "admin”
can not contain spaces or question marks

Scenario *

1279 T

(5) Configure uplink settings and select the Internet connection mode of a WAN.

Quick Start
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1279 - T

< Basic Config

L] L] o]
Project Config  Internet Config  Wi-Fi Config

@ Single ISP Link: WANO

Internet Connection of Link 1 (connect to WANO)

Internet Connection

DHCP v

Network parameters are automatically
assigned. You don't need to configure.

802.1Q Tag

(O Dual ISP Links: WANO and WAN1

(6) Configure the SSID, password, and country code.

1279 o2

< Basic Config

& L L]
Project Config  Internet Config  Wi-Fi Config

Name/SSID *

test
Open

Password *

Radio Country/Region Code *

Malaysia

Save

(7) Display all detected devices in the topology.

Quick Start
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11:26 7
< Detect Device

Detect 3 devices

The devices that support SON are displayed below.

Topo is incomplete? v

Detect Again Start Config

2.3.2 Provisioning Reyee EGs of the Version Later Than ReyeeOS 1.202 Quickly

Quick Start

(1) After the project is created, a popup window will be displayed to guide you through the quick setup process. The
setup process only has three steps: Network Planning, Application Policy, and VPN Setting.

< Sutisan EG Reboot I 4
B Office(BYOD)  Explorar_Koh_Phangan
* Online devices 19« Offline 2

& ITM.K.. Share: 2023.05.29 & Configurabk

@ Network o
e [
© Workspace Q
Basic Advanced Scenario

VPN __
. ® ] [ © 7 Y
( \ [~
Ok, g I e j
[&] &
s & — e - 0 i 15
BYOD Network Application \ )\
Planning Policy \ed
63 & &8 o .
) Application Policy
Flow&APP User Guest Wi-Fi %
Control Management Network Planning ! VPN Settmg
ke
W E °N serv
@ Set up Wi-Fi, speed limit and o=
= = [ portal page in one step. re
IP MGMT Intranet Access cCcTv

1 /3 (}et Nowr\/] 2/3

Set Now

3 / 3 (:;Set Now;\;l

(2) Network Planning enables you to add wired and wireless networks, perform portal configurations, and limit

bandwidth per user.
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[ERERIN-F:- KT ] 1B = BATE@ T &0 £ = = B1413E @+ &0 e =
I Setup Guide < Add Network < Add Network
. | WLAN Setting | Wired Setting
Setup Guide
MName/SSID Mame
Staff_WiFi PC_LAN
Encryption () Captive Portal Auth ()
Password Portal Name
8 characters at least OfficePortal
Captive Portal Auth () WLAN 1D
&1
Portal Narme
Please select IP Range 254 IPs)
192.168.61.1 192.148.61.254
Bandwidth Limit Per User ()
H Select Port 1 Selected
Network Plannin A
9 p 5 1 Mbps — 5 1 Mbps
Set up Wi-Fi, speed limit and Elog + Add Port
portal page in one step. and VLAN ID
app 40
—_— CAQ30RB024626
- E 19 1
[~ Ports:
1 /3 Set Now 2 IP Range { 254 IPs ) S
192.168.60.1 192.168.60.254
‘( Delete Network )
= = 3 = = 3 = = 3
< Add Network < Add Portal < Add Network
Portal Name
portal_62

Login Options
BOne Click Login [:]Account
[Ivoucher [Csms

Post-Login URL

https://www.ruijienetworks.com

E Logo EJ Background
Cancel OK 9 Cancel OK

Select Portal +Add Portal

No Data

Add MNew Portal

OfficePortal

(3) Application Policy supports three policy types: blocking, speed limit, and priority setting.
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EREBEY N R T-] RN RP413E@I 80 TR ] BUMED T &0 8 = -
< Setup Guide < Application Policy < Application Policy
1 Policy Name
Setup GUIde OfficeBlock
Enable ‘)

User

Application

P

ease select

Policy Type

BLOCK
OK
ime
Application Policy Y Al Time Subnet Group  User Group
Block in applications Ea
and a n high priority to key ref
applications. C' WLAN 1
s ™, 3
2/3 kSet NOW/] O VLAN233
C' Staff_WiFi
Add Policy
/™ PC_LAN
= r a — oy 3 = i |
[CRESEN- N KO T-] 35S R1536 @Y &0 B8 = - P15 I &0 38T
< Application Policy < Application Policy < Application Policy
Policy Name Palicy Name
prio pr
Enable @ Enable O
User
OK 192.168.60.1-192.168.60.254 192.168.60.1-192.168.60.254
Application Application
FM FM
Communication D
Video O Policy Type Palicy Type
SPEED LIMIT PRICRITY
Shopping O
Bandwidth Limit Priarity Level
P,
& O T 5 Mops L5 Mbps @ Hion () Low
Databank D
P2PSoftware O
AppStore I:I
= T | = < = = T |

(4) VPN Setting supports four Virtual Private Network (VPN) types: open VPN, Layer Two Tunneling Protocol
(L2TP) over Internet Protocol Security (IPsec), L2TP, and Point-to-Point Tunneling Protocol (PPTP). Only
Reyee EG200 series and EG300 series support open VPN. AVPN setup guide is provided on the VPN page.
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Quick Start

[EREREN N 3 3R e

< Setup Guide

Setup Guide

VPN Setting

CREES-§: R X-] 3 B = -
VPN Setting
VPN Type
Open VPN
Enable Open VPN a

Server Mode (D

Account

Protocol

uprP

Server IP  Ruijie DDNS &

test12 Jruijieddns.com

IP Poal @

10.80.12.0/24

E1542E @ &0

< VPN

LR ]

Setting

Pre-shared Key

Enter pre-shared key

Server IP Ruijie DDNS

test12 _ruijjieddns.com
Local Tunnel IP

10.70.171

P Pool (253 IPs} @

10.70.17.2 10.70.17.254

[
0
U

Server IP Ruijie DDNS @
test12 ruijieddns.com -

Local Tunnel IP

10.60.16.1

IP Pool [ 253 IPs) &
10.60.16.2

MPPE a

10.60.16.254

test12

Local Tunnel IP

10.70.17.1

53 IPs) @
10.70.17.2

P Po

Server [P Ruijie DDNS @

Easily enable VPN server for
remote workers. Server Subnet (@
Cancel OK
192.168.61.0/24
3/3 . VLAN 1| VLAN 233
N a N
pw j Route All Traffic over VPN Q 192.168.110.0/24
° Wired_Network_&1
192.168.61.0/24
~, Wired_Network_63
HEE ~192.168.63.0/124
= = 3 = = ! = = 3
F1442E B+ &0 35 T [CREEEL-R-J O X 3 B = - Bi1442E @ &9 ER-RA
L4 VPN Setting < VPN Setting < VPN Setting
VPN Type VPN Type VPN Type
L2TP Over IPsec PRTP L2TP
Enable L2TP Over IPsec [ @) Enable PPTP [ @) Enable L2TP a

_ruijieddns.com

10.70.17.254

0
U

10
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< Sutisan EG Reboot @ : | VPN Setting
& Office(BYOD)  Explorar_Koh_Phangan
VPN Server
* Online devices 19« Offline 2
& ITMK.. Share: 2023.05.29 2 Configurable Open VPN ?

UDP

Server P/DDMS  192.168.110.1
Network o

[ Dovice JULIE 3 |
@ L2TP

. Server IP/DDNS 192.168.110.1

~r

P Poo 10.70.17.2-10.70.17.254
© Workspace Q
Basic Advanced Scenario Certificate Download URL Download
Gateway&Switch VPN Online Users >
63 @ [eki]
Flow&App WAN Config LAN Config
Control
& =% =)
DONS DHCP Loop
Sroocping Prevention
VPN

< VPN Login Guide

‘I
iPhone Android

1. [How to Set Up a VPN on iPhone]

{1) Unlack your iPhone, and go to Settings.
{2) Scroll down and tap General.
Mo SIM F 12:09

Settings

Notifications
Sounds & Haptics
Do Not Disturb

Screen Time

L2TP PPTP Open VPN

Quick Start

-
=
Wwinlo

4@

General

UEe 08 ®

Control Center

= Share

= o a

2.3.3 Provisioning Non-Reyee Devices Quickly

(1) Click Create a Project and tap Scan QR-code.

Ruijie | Reyce oy (O
-
DEMO Toolkit

My2 Received 32 FilterY

Clipboard-read permission is required. Tap
"Allow Always" or "Only This Time" to receive a
shared project.

Always Allow O Only This Time

jay voucher disconnection
& ronisysjaysant.. Share time: 2023.05.3

©

(3 Sutisan EG Reboot ©®

& ITMKOHSAM... Share time 023.05.29

Muhammad EG App block c...

& M_Marzuqi@ Share time: 2023.05.2
2
i
© nin o
® & @ &
SaleForce Product Project Community My

11
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(2) Scan the QR code behind the device

Scan QR-code

Scan the Reyee device or event QR code

™| ¥

album lighting

(3) Add a device by tapping manually enter.

£ Add Device
Type* AP
Model RAP2260(E)
ShN* G1Qk
MAC* EC.
Name
Add
&8 =
Sean to Add naanually Enter

12

Quick Start
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1:287 w T

< Add Project

Add Device: GIQHEWX000534

* Type @ Cloud AC + Fit AP
Project Name *

Testkk

Management Password *

Ruijie123.

Note: if the device has been configured before, the
management password should be configured the
same with the device password

SsiD * Testkk

Restaurant

2.3.4 Demo Project

A demo project can be created in two ways:

(4) Configure the project name, management password, SSID, and scenario.

Quick Start

1. Direct creation: A demo project can be created directly. After being created, the demo project will be

2.

generated in the project list.

Wi-Fi-based creation: A demo project can be created through the Reyee SON process.

The demo project will be automatically deleted 6 hours after being created. A maximum of two demo projects

can be created for one account at a time.

13
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® Create Project X
Try Reyee SON Process?
Yes
No Use the Se(lf—Or)ganlzlng
Networks (SON]
Create Directly technology to create a
project

® Create Project X
Try Reyee SON Process?
Yes
No Use thekSe(gb?“r)ganlzlng
Networks
Lieztabirecty technology to create a
project

‘0

[ERES-y 3R -1 15 v E

< Create Project
Preparation before
Configuration

Please make sure the following
preparations are completed.

WLAN Wireless Bridge
-

1. Finish cable
and wait for 3 mins.

_ '“x" .°‘ °
) O qNaitfor3mins

power on all d

2. After the uniform Wi-Fi "@Ruijie-m" is sent out,
is

SON(Self-Organizi
<<

st minin - -

Quick Start

B4ED 06 t1n v

< Detect Device
Detect 18 devices

The devices that support SON are displayed
below.

e
|

RAP22605]  RAPI280(5]

Topo is incomplete?~

Detect
Again

= o~y 3

Create succeeded

You can check it in the project list.

MNote:

1. To delete the project, tap ~.." on
the upper right comer and select Delete,
2, The project will be automatically
deleted after & hours.

QK

[ERES-PN N - 1] 8w -
¢ Ruijie Cloud G search =
© Sspeed Test 2. Tech Suppart
My[s:] Shared (3164) + Create a Project
-—
Online Dea--- Alarm Creation T+
c] DemoProject1 @ :

Creation Time: 2022-09-13 11:2019
E Demo Project

B11 Bac @e

fdsb H

Craation Time: 2022-09-09 17:3751
] Craue

(23]

WS56816 H
Q Creation Time: 2022-0%-09 14-30:26
Claud

(2]

77T H
Q Creaton Time: 2022-09-09 10:1814
Cloud

21

m  tesbox
@ B & © &

Product  SaleForce  Project  Comrmunity My

= oy =

14
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3 Project

3.1 Checking Project Information

3.1.1 Network Management

Network management display the network list and network details.
(1) Tap Project and select a project.

(2) My: Tap it to check all the projects under the account.

(3) Received: Tap it to check all the projects shared to the account.

Ruijie | Rcyce aQ

[
) &

Scan DEMO Toolkit

My2 Received32 FilterY
B DemoProject1 oo

]

test

© Add a project

© &4 © &

SaleForce Product Community My
(4) Tap a Project.

The logical topology is displayed.

3.1.2 Network Overview

Overview displays statistics about APs, switches, gateways, and clients.

15

Project
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@l © @0 B R 100% ) 16:52

< DemoProject1 Q2 -
£ Office(BYOD)  * Online devices 11
®@ Uptime 0d 1h

l
e
=

EG310GH-E

2 3
¥ |
RAP1260(G) RAP2260(G)
* Client List 0 P
Detect
© Workspace Q
Basic Advanced Scenario

s Project status and Uptime: Display the project status and uptime. Only information about Reyee projects
is displayed.

6o

. : Tap it to check the actual topology of the network.

e Detect: Tap it to detect the camera on the network.

16
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@l R B R 100% 0 16:56

< DemoProject1 2~
£ Office(BYOD)  * Online devices 11
©@Uptime 0d 1h

Device @ VLAN

User Experience

No Data

Outbound Rate Trend
O~ Upload =~ Download

© Workspace Q

Basic Advanced Scenario

User Experience: Display Wi-Fi user experience, which is Excellent, Good, or Poor.
Outbound Rate Trend: Display outbound rate trend in the past 24 hours.

VLAN: Display WLAN and wired subnets.

3.1.3 Topology

Topology displays the network topology and device status. You can also download the project report.
(1) Click Project and select a project.
(2) Tap Run all functions remotely.

(3) On the topology information page, tap Topology.

17
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okt o) %R R 100%E)17:18

< DemoProject1 o ~
£ Office(BYOD)  * Online devices 11
®@Uptime 0d 1h

@ Network

|
1”1

EG310GH-E
5/5
o
Switch
2 3/3
s
RAP1260(G) RAP2260(G)
e ClientList 0 ~
Detect
—
© Workspace Q
Basic Advanced Scenario

(4) The network topology of the project is displayed.

< Actual Topology

B Gateway: 1/1 &Switch: 1/1 @l Wireless AP:1/1

FGC® o

Je

RAP1200(E!

10:357 wll 4c @

18
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3.1.4 Device Info

1. Gateway

In the network topology, tap the gateway to go to the Device List page. Tap the gateway you want to query to
obtain its details.

4

Device Information

Gateway

Model: EG310GH-E
IP: 192.168.110.1

e MAC: 00d0.f800.e311
SN: NAEKOOE3HO0001
Firmware Version: ReyeeQS
1.206.2023
Jo
@ 0] o}
eWeb Reboot Remove
| Port ®

LAND LANT LANZ LAN3 LAN4 LAN5 WAN3 W

ol G

) WAN Rate(Mbps)
P Y-

All ports

Port Speed(Mbps) Type Speed

EWANS Copper Disabled

19
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-

Device Information

Gateway

Model: EG310GH-E
) IP: 192.168.110.1
= MAC: 00d0.7800.e311
SN: NAEKDOE3HO0001

Firmware Version: ReyeeQS
1.206.2023
Jo

) O 0}

eWeb Reboot Remove

PPPoE Server PPPoE Account
Routing Table IP+MAC Binding
ACL Monitor

Policy-Based
Routing

2. Switch

In the network topology, tap the switch to go to the Device List page. Tap the switch you want to query to obtain

its details.

20
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L4

Device Information Q)

Switch

Model: NBS3200-48GT4XS
IP: 192.168.110.2

MAC: 00d0.f800.e320

SN: NAEKDOE3H0002
Firmware Version: Reyee0S
1.202.1818

@ O )

eWeb Reboot Remove

Port (@)
1 3 5 7 9 n
o 1 7 b ||
2 4 6 8 10 12

Uplink Port

Speed(Mbps)
10 40

Used 6/Available 46

All ports

21
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4

Device Information Q)

Switch2
— Model: NBS3200-48GT4XS
‘J IP: 192.168.110.2
MAC: 00d0.f800.e320
SN: NAEKOOE3H0002
Firmware Version: ReyeeOS

1.202.1818
& O 0]
eWeb Reboot Remove

VLAN Settings Cable Test
Aggregate Set Connected
Interface Device
Loop Prev Routing
ention Information
Port Rate Limit Storm Control
Port Protection IP+MAC Binding
Operation Description

Assign VLANSs for switch ports.

VLAN Settings e Port Type: Tap it to select the port type: Access or Trunk.
e VLAN: Enter the VLAN ID of the port.

. o When long-distance data transmission is enabled, the port transitions to the
Long-distance Transmission )
full-duplex mode at a rate of 10 Mbit/s.

Set connected Device Select a switch port and configure the downlink device connected to the port.

If the downlink device goes offline at a low speed, check the cable
Cable Test ) )
connection with every port.

3. Wireless

In the network topology, tap the wireless device to go to the Device List page. Tap the wireless device you want

to query to obtain its details.

22
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Project

< Device Information =
APZ
oire]  Model: RAP2260(G)
IP: 192.168.110.10
MAC: 00d2.f800.e301
SN: NAEKODE3H0010
Firmware Version: Reyee05
1.206.2020
0
2 O )
eWeb Reboot Locate Monitor Remove
Wi-Fi Info
sSSID Client count
= @Ruijie-mas8s -
> 0o >
= 987654321
2.4G 5G
Channel Auto > Channel Auto >
Power Auto > Power Auto >
Parameter Description
Chanel Display the frequency band of the wireless device.
Power Display the power of the wireless device.

3.2 Workspace

3.2.1

Workspace provides the entrance to commonly used functions. Depending on the networking method,

Workspace displays different functions

Network Planning

Clients that transmit different services exist on a network, such as user PCs and surveillance cameras. Some

clients such as cameras generate multicast and broadcast traffic, which can cause normal services to be

suspended. Adding service networks can isolate surveillance cameras from the normal service network,

providing a stable network.

Procedure

Choose Advaned > VLAN Config and tap Add.

23
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BL4D  BERRI00%ED17:41 < Network Planning (@
< DemoProject1 ad s 4 e
add ||V
£ Office(BYOD)  + Online devices 11 ‘
@ Uptime 0d 1h
Configuration ~ Alarm
Device VAN
192.168.110.1
. CAN71KZ034117
User Experience 192.168.110.1~192.168.110.254
0
30m
@ Workspace Q =
=
Basic Advanced Scenario o
—_— 3
=
VPN ®
Network-Wide
S & ©
Blocklist Nat Traversal Smart Check
®

® = S ®)]
Access Control Anti ARP VLAN Config wile Nessao0240Taxs  Feedback
Spoofing 2096 N |

® WLAN Subnet

(1} Choose WLAN Subnet, and configure the SSID, whether to enable encryption and authentication, and user
bandwidth:

Name SSID: Specify the name of the WLAN, that is, name displayed when a terminal connects to Wi-Fi.

Encryption: Indicate whether to enable encryption. If this function is disabled, Wi-Fi is open for all terminals.
You are advised to enable this function to ensure security.

Password: Specify the Wi-Fi password, which has at least eight characters. It refers to the input password
when a mobile phone connects to Wi-Fi.

Captive Portal Auth: When this function is enabled, terminals must pass portal authentication. Otherwise,
they cannot connect to the WLAN.

Portal Name: Select Portal authentication to be used.

Bandwidth Limit Per User: Specify the maximum uplink or downlink bandwidth per user. In the following

picture, the maximum upload and download speeds are 5 Mbit/s.
VLAN ID: The system generates a non-used ID by default, which does not need to be adjusted.

IP Range: The system generates a network segment corresponding to a VLAN ID, which does not need to
be adjusted.
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Q

< Network Planning

Add Network

| WLAN Setting

Name/SSID
WiFi_62
Encryption
Password
8 characters at least
Captive Portal Auth
Portal Name

Please select

Bandwidth Limit Per User ‘

n T Mbps 1 Mbps
VLAN 1D
)

IP Range ( 254 IPs )

192.168.62.1 192.168.62.254

R (]

Cancel OK

Q WLAN Subnet

(1) Goto Portal Name > Add Portal, configure Portal Name, Login Options, and Post Login URL. The system
switches to Ruijie official website by default. You can also enter the URL of the website that the authenticated

user want to be redirected to.

(2) One Click Login: Log in without the username and password. Access Duration and Access Times Per
Day can be configured.

Account: Log in with the account and password.
Voucher: Log in with a random eight-digit password.

SMS: Log in with the phone number and code.
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< Add Network < Add Portal

Portal Name
Enter portal name

Login Options

One Click Login |:| Account

|:| Voucher D SMS

Post-Login URL

Ihttps://www.ruijienetworksAcom |

Cancel OK

Q@  OneClickLogin

Select Portal +Add Portal

ios abed

(3) Select Portal

< Add Network

Cancel

Select Portal + Add Portal

abed

® Wired Subnet

(1) Configure Name and Captive Portal Auth (optional), select a port for a subnet, and tap Save.
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Captive Portal Auth: When this function is enabled, terminals must pass portal authentication. Otherwise,
they cannot connect to the WLAN.

VLAN ID: The system generates a non-used ID by default, which does not need to be adjusted.

IP Range: The system generates a network segment corresponding to a VLAN ID, which does not need to
be adjusted.

Select Port: Select a port for a new subnet. At least one port needs to be added to make the subnet take
effect.

Deilfal® RO BN 69% @755 ¢ Add Network

(¢ Network Planning i)

| Wired Setting

Name

Wired_Network_62

Captive Portal Auth IEI

Portal Name

Please select

VLAN ID

IP Range ( 254 IPs)

|192.168.62.1 | I 192.168.62.251

Select Port 0 Selected

Cancel OK
(") WLAN Subnet

0 Wired Subnet
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< Device < Add Network

Switch to topology view Switch | Wired Setting

==  ES209GC-P_ruijie

Selected 3 Port SN:CAQ30R8024647

Name
Wired_Network_62

@Select All — Occupied by 311\9 U‘LAN
—_ Occupied by MGMT VLAN Captive Portal Auth

3 4 5 6 7 8 VLAN ID
o =
‘ i IP Range ( 254 1Ps)
192.168.62.1 192.168.62.254

Select Port 1 Selected

+ Add Port

— ci I ‘ R i4647 ,

3.2.2 Flow & App Control

You can apply a policy to flexibly select users or network segments, preventing applications of the users or
network segments from being connected. For example, you can block web page gaming and common gaming

applications.

The project mode must be set to Office.

Flow control allows the gateway to adjust the bandwidth according to the number of users to ensure equal

bandwidth allocation.

Procedure

Choose Advanced, Flow&App Control and tap Smart Flow Control. Enter the uplink or downlink bandwidth of
the WAN port and tap Save.

Choose Advanced, Flow&App Control and tap App Control.
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B4 R R R 100%EH17:43 BY4O R R R 100%EN17:44

< DemoProject1 Ja. SPZ A < Flow&App Control
£ Office(BYOD)  + Online devices 11
@ Uptime 0d 1h

Smart Flow Control

Device QQENIELS VLAN

User Experience

© Workspace Q ~
Basic Advanced Scenario
Not configured.
Gateway&Switch
(=} & o}
Flow&App WAN Config LAN Config
ontrg
= =N =)
DDNS DHCP Loop
Snooping Prevention
VPN
+ Add
Network-Wide
o el =

User: indicates the subnet or user group to which a policy is applied.
Select App/Web: select Apps or website you want to control.
Policy Type: indicates the type of a policy. You can configure blocking, speed limit, and priority setting.

Time: indicates the time of a policy.
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< App Control < App Control < App Control

OK
0 Selected
Ok @ apps () website oK
Subnet Group  User Group Communication 0 @ BLOCK
VLAN233 !
O o 1101-192 168 110250 g Video O O speeoumrr
Shopping O
Staff_WiFi () PRIORITY
O Steff-WiR y Play 0
Databank O
P2PSoftware O
< App Control < App Control < App Control
Policy Name
Enter palicy né
Enable ©

User *
192.168.110.1-192.168.110.254

OK t
FM FLV_App Tempo CapCut KineMaster FI
() Weekend
Saturday,Sunday:00:00-23:59 Policy Type *
SPEED LIMIT
() Weekdays
Weekdays:00:00-23:59 . -
* Bandwidth Limit Per User
O ALLTime t_5 Mot 6 MopeMora
+ Custom OK
High
Medium

Add Policy Low

3.2.3 VPN

The headquarters and branches need to exchange data. Branches access network segments of the
headquarters through VPN, and traveling employees access the enterprise intranet through VPN.

Procedure
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BY4O R R 100%EH17:43
< DemoProject1 g
£ Office(BYOD)  + Online devices 11
@ Uptime 0d 1h
VIS Network J Vi
User Experience
@ Workspace Q
Basic Advanced Scenario
Gateway&Switch
e & o}
Flow&App WAN Config LAN Config
Control
= 1= =
DDNS DHCP

Loop
Snooping Prevention

)

VPN

Network-Wide

o Py =

Choose Advanced > VPN and tap Add. Select a VPN type and tap Enable.

Server Mode: indicates the access authentication method for open VPN users.

Account: indicates authentication based on user name and password.

Certificate: indicates authentication based on the server-side certificate.

Account & Certificate: indicates authentication based on both the account and certificate.

OpenVPN: Private channels need to be established between enterprises or between individuals and enterprises,
S0 as to ensure security and meet cross-NAT communication needs. Open VPN is used to establish Layer 2 or
Layer 3 VPN tunnels through a virtual Network Interface Controller (vNIC). Open VPN supports flexible client
authorization modes and authentication through the certificate or username and password, and allows users to
connect to VPN virtual interfaces through firewalls. It is easier to use than other types of VPN technologies.
Open VPN can run in the Linux, xBSD, Mac OS X, and Windows 2000/XP. The gateway can establish VPN
connections with PCs, Android/Apple mobile phones, routers, and Linux devices, and it is compatible with most
Open VPN products in the market.

L2TP and L2TP Over IPsec: The Layer Two Tunneling Protocol (L2TP) is a virtual tunneling protocol and is

often used on virtual private networks.

L2TP does not provide encryption and reliability verification functions, but can be used with a security protocol
to implement encrypted data transmission. L2TP is frequently used with IPsec to encapsulate packets using
L2TP before packets are encapsulated using IPsec. This combination implements user verification and address

allocation through L2TP and ensures communication security through IPsec.

PPTP: The Point-to-Point Tunneling Protocol (PPTP) is an enhanced security protocol designed based on the
Point-to-Point Protocol (PPP). It allows an enterprise to use private tunnels to expand its enterprise network over
the public network. PPTP relies on PPP to implement security functions such as encryption and identity
authentication. In most cases, PPTP is used with the Password Authentication Protocol (PAP), Challenge
Handshake Authentication Protocol (CHAP), Microsoft Challenge Handshake Authentication Protocol (MS-
CHAPvV1/v2), or Extensible Authentication Protocol-Transport Layer Security (EAP-TLS) for identity
authentication and Microsoft Point-to-Point Encryption (MPPE) for encryption to improve security.
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The device can be deployed as the PPTP server or client. It can integrate MPPE with MSCHAP-v2 encryption

for identity authentication, but does not support EAP authentication.

< VPN Setting

Cancel

@ open VPN

() L2TP Over IPsec
[@%:]

(pp1P

If the WAN uses a dynamic public IP address, you are advised to use Ruijie DDNS.

i < VPN Settin
< VPN Setting 9
VPN Type VPN Type
Open VPN . Open VPN .
Enable Open VPN a Enable Open VPN Q

Server Mode @

Account

Protocol
UpP

Server [P Ruijie DDNS

192.168.118.141

IP Pool @
10.80.12.0/24

Server Subnet ()

192.168.110.0/24

Route All Traffic over VPN

v

v

oK

Server Mode (@

Account

Protocol

uppP

Server [P Ruijie DDNS

admin123

1P Pool (@
10.80.12.0/24

Server Subnet (@

192.168.110.0/24

Route All Traffic over VPN

v

reyeeddns.com

Project

o

Pre-shared Key: Specify the same unique pre-shared key as the credential for authentication between the
server and client. This parameter is available only when L2TP over IPsec is selected and is used for IPsec

encryption.

32



Implementation Cookbook Project
< VPN Setting

VPN Type

L2TP Over IPsec

Enable L2TP Over IPsec ()

Pre-shared Key
Enter pre-shared key

Server P Ruijie DDNS (&

192.168.118.141

Local Tunnel IP
10.7017.1

IPPool (253 IPs) @
1070172 10.70.17.254

IP Pool: Specify a virtual IP address assigned by the server to a user after the user is connected to the VPN.

Server Subnet: Specify a server subnet to which the user is allowed to access after the user is connected to
the VPN.

How to Set Up an L2TP VPN on iPhone, Android, and Win10?

How to Set Up a PPTP VPN on iPhone, Android, and Win10?

How to Set Up an Open VPN on iPhone, Android, and Win10?

< VPN Setting < VPN Setting < VPN Setting
VPN Type
PPTP v
Enable PPTP a

ServerIP Ruijie DDNS @&

192.168.118.141

Local Tunnel IP

10.60.16.1

IPPoal (253 IPs) (D
10.60.16.2 10.60.16.254

MPPE »

Cancel OK
Q Account
Cancel OK
O Certificate ° uDP
() Account & Certificate O ep
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MPPE: When PPTP is selected, enable Microsoft Point-to-Point Encryption Protocol (MPPE) to improve security.
3.2.4 User Management

Account authentication allows the valid account to access the specified Wi-Fi.

Procedure

(1) Tap User Management, tap Add Account, and configure the user name, password, and group. Tap Allow
VPN connection to allow a user to use this account to log in remotely through a VPN. Click User information

Setting to set the first name, last name, email, phone number, and comment.

A Note

The account and password are mandatory. Enter less than 32 characters, consisting of letters, numerals, or
underscores.

@ Information

For batch account import, go to Ruijie Cloud Web Portal > Authentication > Account.

< User Management e < Add Account
User User Group
= | Account Settings
Account Voucher @ & search User Name
Enter user name
4 0 0
Total Activated Expired Password

Enter password

Account Password User Group Sta »
User Group

chlis 123456 staff Not user
Guest

boss1 123456 boss Not use: .
Allow YPN connection D
By enabling this option, the user can use this account to

bond 123456 Guest Not use: og in remotely using a VPN

Tommy ruijie123 staff Mot use: I User Information @ Unfold

First Name

Enter first name

ast Name

Enter last name

Phane Number

Enter phone number

Email

Enter email address

Voucher authentication on Ruijie Cloud allows you to charge users for wireless network access using access
codes. The number of concurrent users, time point, and data quota limit can be customized and offered to

your guests.
Procedure

Tap Scenario > User Management and go to User > Voucher > Add voucher to configure the number of

vouchers and user group of the voucher.
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Number of Voucher: Enter the number of vouchers. When the value is set to 1, a single voucher can be
added, and the name and email need to be configured. When the value is larger than 1, vouchers can be
added in a batch. You can choose not to configure the name or email, and configure them separately.

User Group: Select a user group or tap Custom to define a user group.

User information Settings: Configure user information, which is optional.

Advance Settings

Voucher code type: Configure the code type that can consist of letters and numerals.

Voucher length: The value ranges from 6 to 9.

< User Management £ < Add Voucher
User User Group
- | Voucher Settings

Account  Voucher @ Q search
Number of Vouchers
Enter the number of vouchers

0 0 0
Total Activated Expired Voucher Code Type
Alphanumeric 0-9a-z
Voucher Length
6
User Group
Guest
| User Information © Unfold
No Data First Name

Enter first name

Last Name

Enter last name

Phone Number

Enter phone number

Email

(2) Goto User Management > User Group > Add.
User Group Name: Enter the user group name.
Price: Enter the price of the user group. The input value does not affect network usage.
Concurrent Devices: Select the number of concurrent devices for one account.

Period: Select the maximum validity time of an account. It refers to the maximum connection time since

successful authentication.
Maximum upload rate: Select the maximum upload rate.
Maximum download rate: Select the maximum download rate.

Bind MAC on first use: Bind the MAC address of first connected client. Other clients cannot use this

voucher for Internet access.
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< User Management
User User Group
Guest
Period 2 Hours
Data Quota Unlimited

Upload Speed 2 Mbps T
Download Speed 2 Mbps |

staff
Period Unlimited
Data Quota Unlimited

Upload Speed 5Mbps T
Download Speed 5Mbps |

boss
Period Unlimited
Data Quota Unlimited

Upload Speed 10 Mbps T
Download Speed 10 Mbps |

Add User Group

3.2.5 Wi-Fi Settings

Application Scenario

Project

Add User Group

User Group Name

Please enter the User Group Name

Concurrent Devices

Unlimited

Bind MAC on first use J

Period

Unlimited

Data Quota

Unlimited

Upload Speed
Unlimited

Download Speed

Unlimited

Price

Please enter the price

You can configure the SSID or password by choosing it as the hidden Wi-Fi or Wi-Fi 6.

Procedure
(1) Tap Basic > Wi-Fi Settings.
< Wi-Fi List
Project: DemoProject1
= @Ruijie-m8886

No encryption

987654321

D))

No encryption
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1:027 wacm < Wi-Fi Config
< Wi-Fi Config SSID/Wi-Fi Nay
nter WLAN I
Name/SSID
SSID Encryption (:)
Password
Password
Open 8 characters at
Advanced Settings Advanced Settings
Band Band
2.4G 246
i [ The 2.4 GHz band provide
ata at
5G
56

Hidden
Hidden
5G-Prior Access
5G-Prior Access

() Enable Wi-Fié

Enable Wi-Fi6

VLAN ID 1 o

vy

Parameters on the Wi-Fi Config page are described:

® SSID/Wi-Fi Name: Enter the SSID for 2.4 GHz and 5 GHz.
® Password: Enter the password of the SSID.

® Hidden: The SSID is hidden and must be manually entered.

® 5G-Prior Access: Detect clients that support 5 GHz and steer them to this frequency.

® Enable Wi-Fi 6: Configure 802.11ax high-speed wireless connectivity.

® VLAN ID: Enter the VLAN ID of the SSID.
3.2.6 Monitoring

Application Scenario
You can check network monitoring information.
Procedure

(1) Tap Basic > Monitor.
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1m:029 wliacm
< Network Monitor
Network Info Current
0 0
0.04Mbps : 0.01Mbps
Device Info

Traffic Summary Last 24 Hours

Traffic (M8)

® Network Info: Display network information including Active Clients, Online Clients, and Uplink/Downlink
Speed.

® Device Info: Display the numbers of online and offline devices.
® Wi-Fi Client Summary: Display the Wi-Fi client's number in the past 24 hours.

® Traffic Summary: Display traffic in the past 24 hours.
3.2.7 Roaming Optimization

Application Scenario

You can configure proper signal coverage for APs in the same location or of the same type for better roaming.

Procedure

(1) Tap Advanced > Roaming Optimization, Start to configure roaming optimization.

< DemoProject1 @~
th Office(BYOD) = Online devices 11
© Uptime 0d Oh
< Roaming Optimization
j@ Project: DemoProject1
® Workspace Q "
Basic Advanced Scenario
e =
—_— »
Wireless -
2 @° oY
Wireless Roaming Al Roaming
Optimization Optimization
@ & (&) Configure proper signal coverage
Radio settings AP Mesh Hotspot Policy for APs in the same location or of
the same type for better roaming.
Gateway&Switch
&3 e ]

Flow&App WAN Config LAN Config
Control
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(2) Select the scenario for roaming optimization.

Please select a scenario.

Home/Villa
Storage
Office

Hotel

Noax wiacm
< Roaming Optimization
°
Select Scenario Group APs Configure
Coverage

(3) Select the group type and ad

d APs to corresponding groups for better optimization.

groups for better optimization,

By Area By AP Type
-

Small room

Big room

n:037 Wl ac .
< Roaming Optimization
L e
Select Scenario  Group APs Configure
Coverage

Please select the group type and add APs to corresponding

(4) Drag the slider to adjust the RSSI as needed.
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Uit wacm
< Roaming Optimization
. ° °
Select Scenario Group APs féﬂﬂﬂgwe
overage

Drag the slider to adjust RSS! according to the actual situation

Small room

One AP for

(2 walls)

One AP for
multiple rooms
(1 wall)

I
’/r
- 0
Big room Tap here tc he AP
CLS

3.2.8 Wireless Optimization
Application Scenario

You can optimize the channel and the power of APs in the project with one click, so as to reduce interference of
wireless channels and improve user experience.

Procedure

(1) Tap Advanced > Wireless Optimization > Start to start Wi-Fi optimization.

< DemoProject1 [ SVZ I 1057 wicw
Office(BYOD) = Online devices 11 .
dionce! ) < Wi-Fi Optimization (0]
(@ Uptime 0d Oh
I IE
P ~
® Workspace () an
246
>
Basic Advanced Scenario J
—_— 56 >
Wireless
Optimize the channel and the power of APs in the
project with one click, 5o as to reduce the
Z0 (o ok interference of wireless channels and improve the
2 user experience.
Wireless Roaming Al Roaming
Optimization Optimization
@ ) (&)
Radio settings AP Mesh Hotspot Policy
Gateway&Switch
@ ® o
Flow8App WAN Config LAN Config
Control

(2) Tap start to enable Wi-Fi optimization. You are advised to run this function during non-peak hours.
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1M:059 wl4cE

< Wi-Fi Optimization @

&

During the optimization, the Wi-Fi may be
, S0 you are advised to run it in the
non-peak hours.

0 10min
Online Clients Optimization Time
© Schedule

(3) Select the Wi-Fi optimization schedule which is automatically enabled at the fixed period during non-peak

hours.
11:05+ wlacm
< Schedule
‘Wi-Fi Optimization Schedule O
Automatically enable Wi-Fi optimization at the fixed period

repeatedly during non-peak hours.

Repeat at
[ Monday Tuesday
[T] wednesday [] Thursday
[ Friday ["] saturday
U Sunday

03:00

3.2.9 Adding Devices

Application Scenario
You can add Ruijie devices to a project.
Procedure

(1) Tap Basic > Add Device, Scan the QR code of a device.
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- . 11:057 ilacm i
< DemoProject1 @~ ! < Add Device
£ Office(BYOD)  » Online devices 11 < Add Device Photo
Type*
@ Uptime 0d Oh ype AR
— Modei:  RAP2260(E)
@ Shix GIQHBW
i
. MAC* EcBe’
® Workspace Q
Narme
Basic Advanced Scenario
Alarm Demo
= @ 0]
Wi-Fi Settings Add Device AR HUD
V) 0] Q
Parental Reboot Diagnose
Control
< fat 8f =i i im]
Scan to Add Manually Enter Sean to Add Manually Enter
Update Monitor Alarm S— ——

(2) Select the device type and add the SN manually.

1m:057 wilacm

< Add Device
Type* AP >
SN*

Name

og
on =]

Scan to Add Manually Enter

(3) Tap OK.
3.2.10 Diagnosis
Application Scenario

You can check the device connection status.
Procedure

(1) Tap Basic > Diagnose to diagnose the network, which takes about 3 minutes.

(2) Check the diagnosis result.
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. . 11:07 + wilscm
< DemoProject1 fo. V2 T
£ Office(BYOD) = Online devices 11 < Diagriose
@ Uptime 0d Oh
Phone. AP Gateway Internet
Diagnosing connection between AP and
@ Connectior
=
! ( n AP and
@® Workspace Q
(
Basic Advanced Scenario
WITFT Setungs Acu Uevice AR HUD
Y O Q
Parental Reboot Diagnose
Control
e Ty
Update Manitor Alarm
~ =28
Share Report Password
@
Al Diagnostics

When the connection status is not OK, tap the message to troubleshoot faults as prompted.
3.2.11 Share

Application Scenario

You can share a project to others and manage it, and configure network permissions of receivers.

Procedure

(1) Tap Basic > Share, Tap Start to share he network to others.

< DemoProject1 @ ~ i | woss wlacn
& Office(BYOD) = Online devices 11 < Shii
@ Uptime 0d Oh
i 1
@ Workspace Q e
Basic Advanced Scenario L N
Wi-FI Setungs Ada Levice AR HUD
© @ Q
Share and manage the network with others. You can
Parental Reboot Diagnose configure the network permission of receiver.
Control
s i
Update Manitor Alarm
~ =3
Share Report Password
oy Start
o
Al Diagnostics

(2) Select the permission: Read&Write or Read-only.
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Project Sharing

. ReyeeNetwork_01

Receiver

Permission

oL Wite Read-only

(3) Tap Share to share project information through WeChat or other method.

To use another method to share project information, you can also Click Copy to copy the project information,
paste it into a text message or memo, and then share it to others.

[©] Share the project W

Please send the message to the receiver. The receiver can
copy the message and open Ruijie Cloud App to receive the

QB =

WeChat  WhatsApp Email
—

3.2.12 Inspection

Application Scenario

You can inspect the network status.

Procedure
(1) Tap Start to perform inspection.

The inspection takes about 2 minutes without affecting the network.
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1177 ol T %

< Inspect

=

The inspection takes about 2 minutes
without influencing the network.

(2) Check the inspection status.

11:209 ol =T g
< Inspect
Succeeded~
2022-04-1111:17:11
Link Status
Port flow monitoring © Normal
Port negotiation rate and duplex test @ Normal

Layer 2 and 3 Connectivity

Address pool and VLAN test @ Normal

(3) After the report is generated, you can tap View Report to check report details or share or export the report

to others.
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1197 ol T

< Result

Succeeded~

The report has been generated successfully.
The network can be handed over to the client

Back

11:207 ol %

< Report

22 nspection Rewst

3. Devics
3.1 Deovics Ut

Edit < Share # Export

3.2.13 Restoration

Application Scenario

You can restore all the devices to factory defaults.

A\ Note

After factory defaults are restored, all configuration the device will be lost. Exercise caution when you perform
this operation.

Procedure

Click Restore to restore all devices on the network to factory defaults.
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1127 R 2

< Restore

Q)

All devices will restore the factory settings.

Please do not power off the devices before they are
rebooted

Restore

3.2.14 Project Name
Application Scenario

When you use Ruijie Reyee App to manage multiple projects, you can configure project names to easily identify
name.

Procedure
(1) Tap Rename to configure the project name.
< DemoProject1 fay e

£ Office(BYOD) = Online devjce
© Uptime 0d Oh

Rename

D
T

\_ EGIOGHE /
/s
\_ swich /
,/El\
3 N7/ 3
({ & M |
S RAP1260(G) . RAP2260(G)
® Client List 0 " [t
Detect
® Workspace Q
Basic Advanced Scenario
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Change Project Name

DemoProject1 |

J

Cancel

(2) Tap OK.
3.2.15 WAN Configuration

Application Scenario

You can configure information about WAN ports.

Procedure

® WAN Link mode: Select Single ISP link or Dual ISP links.

® WAN Type: Select the WAN mode: PPPoE, DHCP, or Static IP.
Configure information about a WAN port based on the connection mode.

® When WAN Type is set to PPPoE, configure the account and password provided by the ISP.

ARER PR R BN 0 70% .

< Internet Connection

il e

Please enter the account provided by ISP.

Account

Password

802.1Q Tag »

® \When WAN Type is set to Static IP, configure the IP address, subnet mask, gateway address, and DNS
server address.
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M31wMIPoE0S Tl N w00 69% @

< Internet Connection

PPPOE DHCP Static IP

Subnet Mask
Gateway
DNS Server

802.1Q Tag

® When WAN Type is set to DHCP, select DHCP and save the configuration.
Ensure that the DHCP server is deployed on the network.

802.1Q Tag: Enter the VLAN ID when the ISP needs to configure the 802.1Q tag.

3.2.16 Alarm Enabling or Disabling

Application Scenario

With the alarm function enabled, you will receive an alarm notification when a camera connected to a switch is

disconnected.

Procedure
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1157 ol T %

< Alarm On/Off

Alarm On/Off

3.2.17 DDNS

Application Scenario

When DDNS is enabled, you can access the device on the gateway with a URL.

Ruijie gateway supports three types of DDNS: NO-IP, DynDNS, and Ruijie DDNS.

Procedure

1167 ol T %

< Ruijie DDNS

Ruijie Cloud provides Reyee Gateway with a custom
domain name that automatically maps to the public IP
address of the device (if the WAN IP address is not a
public IP address, the device may not be accessible).
You can access the device through the domain name.
Note: This is a Beta version, and the domain name will
take effect in 1-5 minutes.

©

Domain Jhhg  .rinoc.com
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1116 7 ol T %
< DDNS

No-IP >
DynDNS >
Ruijie DONS >

3.2.18 Radio Settings

Application Scenario
You can configure the country code and channel width.

If the interference is severe, choose a lower channel width to avoid network suspension. The router supports 20
MHz and 40 MHz channel width. The Wi-Fi network speed is more stable when the channel width is smaller,
and a larger channel width makes the device be more prone to interference. After changing the channel width,
tap Save to make the configuration take effect immediately.

© caution

After the change, the Wi-Fi network will restart, and clients need to reconnect to the W-Fi network. Therefore,

exercise caution when performing this operation.

Procedure
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1179 ol T %

< Radio Settings

Cancel OK

3.2.19 Alarm

Application Scenario
You can check the device alarm and partnership change in Message Center.
Procedure

(1) On the app home page, tap Message Center.

1:287 ol T g

< Message Center

n. Alarm

a Partners‘h!g: )

(2) Tap Alarm to check alarms.
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11:299 o T
& Alarm (Last 30 Days)

Type: AP810-L
Alarm: Device offline alarm

Suggestion: Please perform offline diagnosis
Fix

Delete

© HomeRouter 2022-04-02 16:20

Device: slave2-repeater(G1QPCJM000077)
Type: EW300-PRO
Alarm: Device offline alarm

Suggestion: Please perform offline diagnosis
Fix

Delete

© 2100sub 2022-04-0111:13

Device: A720(G1MQ3U600181A)
Type: AP720-L
Alarm: Device offline alarm

Suggestion: Please perform offline diagnosis

Fix

Delete

3.2.20 Password Configuration

To ensure project security, change the project management password periodically.

® The management password has at least eight characters, including lowercase letters, uppercase letters,
numerals, and special characters. It cannot contain admin, spaces, or question marks.

(1) Tap Project and select a project.
(2) Swipe Tool Kit and go to Settings > Device Password.

(3) Change the device management password.
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1812 8 W2 WA 9. 77%8
< Edit Password
Management Password
8-31 characters
Device Password (used for the eWeb system). For project
safety, please ensure the password:

 has at least 8 characters
© contains 3 of these character types:
- lowercase letters: abed...
« uppercase letters: ABCD...
« numbers: 0123...
- special characters: <=>[]|@#$*().
® can not contain "admin”
© can not contain spaces or question marks

(4) Tap Save.
3.2.21 Upgrading
Check whether all devices are running the latest versions. You can upgrade devices to the latest versions with
one click.
(1) Tap Project and select a project.
(2) Swipe Tool Kit and go to Tool > Upgrade.
(3) The system automatically determines the current device version:

® |[f all devices use the latest version, information similar to the following is displayed:
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1:087 lac w
< Update O
Perfect

All devices are running the latest versions.

Gateway | EG105G-P-V2 1

Unnamed Gateway

Switch | ES209GC-P 1

Unnamed Switch

AP | RAP1200(E) 1

Unnamed AP

® |[f all devices need to be upgraded, information similar to the following is displayed:

R18ED T 4O 3N T @D

< Update

3 devices to be updated

Unnamed Gateway
MAC | cOb8.céed.chf9

== | caversion ReyecOS 1.86.1929,EG_3.0{1)B11
P86 Release(09192907)

Description: R86 demo firmuware.

Unnamed Switch
MAC | cOb8.ebef.cdb?

Latest Version: ESW_1.0(1)B1P20 Release(09200
Description: ES205GC-P, ES209GC-P

Unnamed AP
[MAC 9c2b.a6c5.beae

Latest Version: Reyee0S 1.86,1928:AP_3.0(1)B11
P86 Release(09192823)

Description: R86 mesh demo firmware

Scheduled Update

= o 3

o Tap Update to upgrade all devices to the latest version in one-click mode.

o Tap Schedule Update and set the scheduled upgrade time. Ruijie Reyee App will upgrade all devices

at the scheduled upgrade time.
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19220 % A BN T 32%8

< Update

2022-08-17

20:00(Best) 21:00 22:00

3.3 Tool kit

3.3.1 Heat Map

It's an Al-based site survey tool that can automatically locate access points, calculate Wi-Fi signal coverage

using different colors, and show the recommended type and number of Reyee APs for you, All you need to do
is just import an image of your building layout.
By the way, manually locating access points is also supported.

< Heat Map

Signal Visible

Intuitive Display of Signal Strength on Heat Mag

Sl 1051_1684948332
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< Preview
©
95.3% 4.7% 0.0%
i v A
Vol e =
v [ = |
[ = ] A o
| b o |
EEN KRS T
. — il

Download ¥,

Device List

RAP1200(P) 7 pes

RAP2260(H) 2 pcs

oy Modify Plan Saved as Image

< AP Placement

ma 0(P) ‘v)

3 [
[ Y
& - e RAv\znn(P‘:iA
o ‘ %mzou(m‘ ‘WJ

Rap22600) rﬁ‘ {
! i nf«mzoo(
o L og
Bl i pweyg sy Helig
P - \
rAP22606] |\ RiBazs0G) [
o R)ag r gV \ |
Ja o
a4 i' »1' -
#-Rap) 200(pf RAP1200(P)
o \ad
Y § H mwnan(n) .
n; gRAP‘Zn
" -

+ Add Product
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3.3.2 AR Roaming Test

The AR Roaming Test feature, empowered by augmented reality technology, allows you to move your phone to
various test points to intuitively see the location of the roaming switch point and the AP and signal strength
before and after the switch. It provides a more intuitive and convenient way to test the quality of the wireless
network and the roaming effect. After the test is complete, a report of the trajectory and switching points can be
automatically generated, along with optimization suggestions.

If your phone model is not supported, you can provide feedback to us based on the page reminder.

1. Click on Tool kit > AR Roaming Test to enter the feature page.

< Roaming Test O

AR Scene

= Wi-Fi Not connected-Fi

AR Roaming Test

Traditional Roaming Test

2. Click on AR Roaming Test to start the test (there might be about a 5-second delay after clicking, please avoid
turning off your phone screen after clicking). Clicking on Parameter Settings allows you to adjust the name of

the Wi-Fi connection for the test, the destination address for the Ping test, the time interval, and the packet size.
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AR

Move your phone slowly from side to side

3. Hold your phone upright and rotate the lens left and right. After the start-up prompt is complete, keep your
phone upright and walk in the wireless coverage area, always pointing the phone lens in the direction you are
walking. Avoid turning off your phone screen during this process. The APP will automatically test, display, and
record the wireless network status and roaming information at each location along the path.

ruijie-guest

d Bm 100.0%
324Mbps

Latest Roaming is not detected. Try walking around
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,,,,,,,,,,,,,,

D

xoj
C <

4. After walking the entire route, click on the X' in the lower-left corner to end the test. Click on View Report to
see the roaming test report for this test, which includes a path signal strength roaming map, Wi-Fi name, number
of roams, number of packet losses: number of packet losses when no roaming occurs, packet losses during
roaming switch: number of packet losses occurring during roaming switch, average signal strength, average
latency, packet loss rate, average negotiation speed; optimization suggestions for poor roaming effect; network
status record for each roam; signal strength and latency trend, etc.

& <

L228ny

392m
el

ruijie-guest

3 121 3

'61 dBm 200ms 1 00% 1 72Mbps
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« <

© Thesystemdetectsthats ,

roaming operations are action >
unsatisfactory,

= APl
- 5G 0e:05:88:96:97:2f

Roaming1

RSSI before roaming -80dBm
RSS! after roaming -55dBm
Time consumed 30ms
Packet loss 4
AP2

.))

5G 0e:05:88:96:97:23

Ro. 2

RSSI before roaming -82dBm
RSS! after roaming

Time consumed 36ms
Packet loss 1
AP3

.))

5G 0e:05:88:96:96:39

Roaming3

RSSI before roaming ~78dBm
RSSI after roaming -41d8m
Time consumed 4bms
Packet loss 1
=~ AP1
o

R NaNR:AA:0A:QT7:H

RSSI dem

-40

o0 11— [L

-80
-87

Latency -

Latency
204 200
20
198
195

5. Click on Recommended action to optimize the wireless roaming configuration.
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< Recommended action
1 problems 3 roaming

operations are
unsatisfactory,
You can refer to the suggestions

to improve roaming

performance.
Sticky STAs .
Roaming1

=~ AP1
kg 3G De:( 6:97:2f
-80aBm
-55dBm
30ms
1
v

=~ AP2

(£ Roaming Performance

Sticky STAs

B3 suggestion

You are advised to enable KV Roaming
Kick RSS! if
roaming feature. The reco
dBm. (Ad
AP Is less thar

ant do

t when the upstream RSS| of the home

80 dBm.)

3.3.3 PoE Calculator

Application Scenario
The PoE calculator will help you to learn about appropriate PoE devices through PD information input.
Procedure

(1) Tap Toolkit, PoE Calculation and enter PD information.

Ruijie | Reyce fmy (@]
T
= & ]
Scan DEMO Toolkit
My3 Received 35 Filter Y.

DemoProject1 110

B © & ©

Saleforce  Product Project  Community

2o
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< Tool Kit

AR Roaming Test
D

10 fedain roaming test W of
~>,
~ <
2 Not connected to Wi-Fi m
i °A4
Heat Map AR Roaming Test AR HUD
&) (5]
PoE Calculation Speed Test Tech Support

Not what you're looking for?Tell Reyee your suggestions

7:307 ol 4G -

< PoE Calculator About PoE

PoE Calculator

Input the PD infos

(2) Enter PD device information, including Ruijie devices (select the device's number) and other devices (select
the device's number and rated power).
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7:31 il 4G .
< PoE Calculator About PoE

Input PD devices Info
Ruijie Devices

RG-RAP2200(E)

12.95W - 1 *

Tﬁ;i:PZZOO(F) _ 1 +

T§~RAP1200(F) _ 1 +
v More

Other Devices

poninig -1 3 |+

Other Device 1 B 0 3

v Select Rated Power

Calculate

(3) The PoE calculator will calculate the recommended power and ports, and then will display recommended
devices.

7:31 ol 4G -
4 PoE Calculator About PoE
Required PowerW: 82.05W, Required Port(s): 6

118.00W 8

rended Power Port(s)

Recommended Devices:

Power: 118W
RG-S1809-P

ﬁ (BFE Ports) (8 POE Ports)
(1 GERJ45 PORT)
(118W POE)

Power: 120W
RG-ES209GC-P
345 Ports )

8 POE+ Ports ) (120W POE

(undefined)

Other PoE switches

3.3.4 Speed Test

Procedure

Connect to Wi-Fi and tap Speed Test to perform speed test.
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1m:127 P 2

< Connected: testssid

China Mobile

17.6k

Upload

15.86Mbps --Mbps

4 Download Speed  tUpload Speed

/\_

1m:127 PC 2

< Speed Test Report

The speed is equal to 16M bandwidth.

4

15.86Mbps 10.46Mbps

&7""

§
Q You can enjoy Blue-ray videos.
adir C ML

Blue-ray

O Slight delay. The speed may be a bit low.

® RSSI: indicates the signal strength of Wi-Fi.

® Connection Type: indicates the band the current user to which is connected.
® [SP: indicates the ISP which the current user is connected to.

® Download Speed: indicates the current user download speed.

® Upload Speed: indicates the current user upload speed.

® Video Speed: indicates the loading speed for video.

® Game Speed: indicates the average latency for the current user.
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m12s - T
< Details
0 Phone Model Internal IP
= iPhone XR 192.168.110.111
=y Manufacturer

Ruijie Networks Co.,LTD

@ Gateway IP Average Latency
) 192.168.110.1 8.00 ms

Packet Loss Rate
0%

DNS Server DNS Latency
192.168.110.1 7.50 ms

3.3.5 Tech Support

< Tech Support
=

RITA (Ruijie Intelligent Technical Assis...

4> velcome to RITA! Hope you have a wonderful v

enter them in the chatting box to get
the answers.

€ Live Chat
RITA (Ruijie Intelligent Technical Assistant) 1:45:26

Technical Documents
Service Policy

Products Specifications
Typical Fault Solutions
Software Download
Troubleshooting

PoC Guides

Common Tools

Videos

Frequently Asked Questions

New Features Warranty Query Create Case

w
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3.4 Others

3.4.1 CCTV

Application Scenario

In Closed Circuit Television (CCTV) scenarios, the switch will automatically detect and prevent loops. When any

loop occurs on the switch, you will receive an alarm.
Procedure

(1) Tap Project and select a project.

(2) At the top of the app, tap CCTV.

(3) Enable the NVR.

< DemoProject1 o A
fh Office(BYOD)  * Online devices 11
@ Uptime 0d Oh

@

l

(© Workspace Q
Basic Advanced Scenario
i one
6o ()
BYOD Network Flow&APP
Planning Control
(==
éb L33 D
User Guest Wi-Fi IP MGMT
Management
&
y >
Intranet Access cCcrv

(4) Tap NVR Login, Add NVR, enter the NVR's IP address, username and password, and tap Save. Then you

can monitor the camera status.
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< Add NVR

Alias * Test

Internal IP *

192.168.110.7

Username *  Trest

Password *  Lgfyhvff

Vendor * Hikvision

Save

(5) Enable loop prevention on all switches.

@Sl 0 30t & 16:40
< CcCTVv

Loop Prevention NVR Login

The switch will automatically detect and prevent
loops. When any loop occurs on the switch, you will
receive an alarm.

Enable All

Switch

Switch

Switch

Switch

Switch

Switch

Switch

Switch

Switch

Switch

HEEN
A 8 A A AAH

3.4.2 IP MGMT

Application Scenario
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(1) Selectthe IP address range that the device needs to focus on and manage. You can view the status of clients
of which IP addresses are in the range, facilitating management and maintenance. Select a project.

(2) Tap Scenario, tap IP MGMT.

< DemoProject1 o S I
fh Office(BYOD)  * Online devices 11
@ Uptime 0d Oh

; ——
(® Workspace Q
Basic Advanced Scenario
th Office :
& 3
BYOD Network Flow&APP
Planning Control
=)
b &8 D
User Guest Wi-Fi 1P MGMT
Management
+° >
Intranet Access ccrv

(3) Tap Enable to start IP management.

4 IP MGMT

« g ™

Select the IP range to focus on and manage,
and a visual view of the IP+ terminal will

be automatically generated with a global
perspective for efficient management and
maintenance,

Feature

Visual view of IP+ terminal
Solve IP conflicts quickly and accurately

Clear and comprehensive |P allocation and usage

How to enable

Config Step

1 Please select the IP range.

2 Management type: static IP/Dynamic
DHCP

3 Fillin information, one-click management
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Project
(4) Select the VLAN ID and IP address range for the device.
1:254 il T %

Select VLAN

@ VAN 1(192168.1101/24)
(O) Guest_Wi-Fi(192.168.177.1/24)

(0) VLAN 233(192.168.110.1/24)

< IP MGMT
Service IP Segment IPs
1 254
Used IPs Usage
15 5.9%
VLAN 233-1 v

192.168.110.1-192,168.110.254 * Type:DHCP
* IPs:254 = Used IPs:156 * Usage:5.9%

+ Add

Network planning

Client Access

3.4.3 Intranet Access

Application Scenario

You can add a remote management tunnel to access the NVR and other vendors' devices on the intranet.
Procedure

(1) Tap Workspace, tap Intranet Access.
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< DemoProject1 R -
fh Office(BYOD) = Online devices 11
@ Uptime 0d Oh

/ 1 X
© Workspace Q

Basic Advanced Scenario
£ Office =

& 3

BYOD Network Flow&APP

Planning Control
=]

b & D

User Guest Wi-Fi 1P MGMT
Management
Intranet Access ccrv

< Intranet Access

Enabled on 2000+ Reyee projects.

Add a remote management tunnel to access the

NVR and other vendors' devices in the intranet.

Feature

Improve remote operation and maintenance

Support configuring port

How to enable

Config Step

1 Configure the tunnel for intranet access
2 Enable the tunnel

3 Select a proper management way

(2) Click Enable to configure the tunnel for intranet access.
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(3) Enter the device's IP address and port number to create a tunnel.
1:269 ol T %

< Add

Alias

Type
( BN
Internal IP

Port 80

Save

3.4.4 Scenario

Application Scenario

Ruijie Reyee App has built-in scenarios and corresponding network parameter settings. You can select
corresponding templates according to actual usage scenarios of your project to optimize network parameter
settings and improve the user experience.

Procedure
(1) Tap Project and select a project.
(2) Atthe top of the app, tap Settings.

(3) Select a scenario as needed.
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< DemoProject1 R -
fh Office(BYOD) = Online devices 11
@ Uptime 0d Oh

S

© Workspace Q
Basic Advanced Scenario
-
& 3
BYOD Network Flow&APP
Planning Control
& &8 D
User Guest Wi-Fi IP MGMT
Management
+ >
Intranet Access ccrv
@ Sl © 2010t &019:23
< DemoProject1 @
fh Office(BYOD)  » Online devices 11
©@ Uptime 0d Oh

m Network oo
e

-
11 N\
< Toggle Scene
Office Hotel
Villa/Home Factory/Warehouse
Restaurant School
Retail/Shop Residence

Customize

3.4.5 Guest Wi-Fi

Application Scenario

You can create a guest Wi-Fi for visitors. The clients connected to this Wi-Fi can access the Internet only but

cannot access the internal network.
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Procedure
(1) Tap Project and select a project.

(2) Tap Scenario, tap Guest Wi-Fi.

< DemoProject1 o S I
fh Office(BYOD)  * Online devices 11
@ Uptime 0d Oh

(® Workspace Q

Basic Advanced Scenario

& Office :

6o c3

BYOD Network Flow&APP
Planning Control
& &8 D
User Guest Wi-Fi 1P MGMT
Management
+° >
Intranet Access ccrv

(3) Click Enable to configure the guest Wi-Fi.

¢t ®

*

LR

You can create a Guest Wi-Fi for visitors. The
clients connected with this Wi-Fi can access the
Internet only but can not access the internal
network. In addition, you can configure Internet
speed limit for these clients.

Feature

Protect internal network security

Limit broadcast storm or virus One-click on/off

How to enable

Config Step
1 Enable Guest Wi-Fi

2 Configure speed limit

(4) Configure the SSID and password.
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n:219 R
< Add
9 —p—
WLAN Access Subnet Param Config Delivery
Name/SSID  Guest
Encryption ‘)

Password

Encryption Mode

Advanced Settings

Band
246
56

(5) Configure the VLAN ID and speed limit.

1227 ol T %

(o}
WLAN Access  Subnet Param  Config Delivery

Name Guest_Wi-Fi

VLAN ID 23

Default Gateway/Subnet Mask 192.168.177.1/24

DHCP Service Q
get the IF
Dynamic(254 ) 192.168.177.1~192.168.177.254

Speed Limit

Downlink Bandwidth (Mbps):
10
Uplink Bandwidth (Mbps):

1

(6) Check whether the configuration is correct.
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227 ol T %

< Add

e — 0 —0
WLAN Access  Subnet Param  Config Delivery

To configure the subnet Guest_Wi-Fi,
(VLAN231192.168.177.1~192.168.177.254) the
i 1s will be deli to the i
3 devices. Please check again and tap OK

1

atiof

SSID Guest, password 88888888

Ruijie_EG105G-P-v2

1. Add port VLAN231, IP 192.168.177.1, subnet mask
265.265.265.0

2. Add address pool VLAN231, start address
192.168.177.1, end address 192.168.177.254, DNS
114.114.114.114, lease time 480 mins

— ru.lJpe ES209GC-P

1GF02424(

(7) Deliver the configuration to the AP.

1227 ol T %

< Configuration Delivery

Configuring...
Please wait.

RAP1200(E)_Ruijie
AP SN:CANLC2R001191

Update EasyNetwork wireless config Con... OMConfiguring

ES209GC-P_ruijie

o
Switch SN:CAQC1GF024240
Switch configPort ID: [Port 2] Waiting
Switch configPort ID: [Port 7] O\Configuring
Succeede
Switch configAdded VLAN 231 (] ‘“‘

— EG105G-P-V2_Ruijie
Gateway SN:EG34942570019

te ACL

onfigConfigure ACL REJEC...  Waiting

traffic controlDevice: EG34942...  Waiting

2 global traffic c uratio... W

LAN config C

{"dhep... W

Update EasyNetwork wireless config Con... \J\Configuring

4 Product

4.1 Product Information

You can query Ruijie and Reyee product information, including product pictures and key parameters.
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Product MyProduct BOM

Q Name or feature Search
—
- e W
R y

Switch Router Wireless Home Wi-Fi
All Category+ Copper Ports # Filter Y

PoF cce: Aggregatio

(1) RG-52915-24GT4MS-P-L

RG-52915-48GTAMS-L
A o2 40GT 425

(1) RG-52915-10GT2MS-P-L
: 4°2.5G SF

RG-52915-24GT4MS-L

@ © & © &

SaleForce  Product Project  Community My

You can filter required devices according to different conditions.

ok =] B2 0 B0 19:26
Category
Reyee Ruijie
Copper Ports
<4 4-8 9-16
17-24 =24
Max Clients
<300 300-500 501-1000

1001-2000 2001-5000 5000-10...

>10000

L2+ / L3 Management

Supported
SFP Ports
<4 4-8 9-146
17-24 =24

Cloud Management

Supported

Copper Port Bandwidth

q 0 & @ &

SaleForce  Product Project  Community My

4.2 My Product

Application Scenario

You can add the products that need to be customized.

Procedure

(1) Tap My Product.

Product
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(2) Go to Settings > Add Product.

BLae 2010 =) 19:28

Product My Product BOM
-

Q Name or feature Search

Gateway Switch Wireless Other

BERE  Add Product

Import

Custom Type

@ O & @ &

SaleForce  Product Project  Community My

(3) Enter product information.

1506 B & 2 W NER 06l 53% @

< Custom

- Model
“Type

~Unit Pcs
* Description

Vendor

Tag

(4) Click Add. Products on the list are displayed.
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@Sl e R 2010 B 19:29

Product My Product BOM

Q Name or feature Search
Gateway Switch Wireless Other
@
EG105G
text
+
No More

@ © & © &

Saleforce  Product Project  Community My

4.3 BOM

You can try Al BOM and manual BOM.

[oE 1] 20 {0 &0 19:30

Product My Product BOM

Q BOM Name Search
J Al BOM
Al
All tems (1) Filter ¥
eee

dl Universal 2023.06.16

No More

B ©® &£ @ &

SaleForce  Product Project  Community My

4.3.1 AIBOM

Application Scenario
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Al BOM is used when you know project requirements but are unclear about product models and quantities.

Procedure
(1) Enter the BOM name and select a scenario.
m Sl @ #0101 =2 19:30
< Add BOM
—/*EDM Name

Please enter the BOM name.

gSfEmnn

Retail/Shop School Dormitory/Tenant

Villa/Home Office Hotel

Factory/Warehouse Restaurant

4 Network Scale

@ Wired ® ccTv @ WLAN

(2) Add the network scale, including wired, CCTV, and WLAN settings.

B9 R332 10 =) 19:32
< Add BOM

(4 BOM Name

Please enter the BOM name.

e
&l Scenario

Universal Villa/Home Office Hotel
Retail/Shop School Dormitory/Tenant
Factory/Warehouse Restaurant

& Metwork Scale

[ © wired [ @cCccTv ] [ @ WLAN ]

* Wired — + Delete
e CCTV + Delete

® Wireless Area
®Single Room (®Indoor Open Area

®O0utdoor Area

(3) Create a BOM.
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10:377 o T

< Add BOM

Loading...

(4) Tap Use It to generate the BOM.

10:37 7 T

< Add BOM

(5) Check BOM details.

® Display the scenario and devices.
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10:387 T

< Preview

Universal
i} * Wired o CCTV o WILAN

3 10 1 1,5

Client Camera Single Room Indc

Standard Premium Economic
1 BoM

o L

® Display BOM features.

10:389 T

< Preview

Standard Premium Economic

1 Feature @

@ App and Cloud Management
@ Flexible Authentication

© Muti-WAN

© Network Security

@© Sstable Wi-Fi Coverage

| Gateway

o m

® Display details of devices.
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10:38 7 w T
< Preview
Standard Premium Economic
1 Lateway
° RG-EG105G
1 Switch

 PoE Switch
° RG-ES218GC-P
R

® Access Switch

@ RG-NBS3100-24GT4SFP
10:384 ol T
< Preview
Standard Premium Economic

1 Wireless
o Wall
] RG-RAP1200(F)

.
* Ceiling
@ RG-RAP2200(E)
* Outdoor
@ RG-EAP602

o m

® Display the topology. The BOM can be exported in Excel format.
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10:399 w T
< Preview
Standard Premium Economic

1 Topology

8

il

1 Contact

Name: Phone:

Company

4.3.2 Manual BOM

Application Scenario

Manual BOM is used when specified products are selected and added. The BOM can be completed in 1 minute.

Procedure

(1) Select and add specified products manually.

10:407 o T
< Product
Q Search
Gateway
—
General Concurrent Client Max Bandv Filter

RG-EG105G
== )

RG-EG105G V2
)
=] (+]
RG-EG105G-P
[~ )
©

] RG-EG210G-E
v

RG-EG210G-P
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10:407 ol T

< Product

RG-EG105G V2

D
e (]
RG-NBS3200-48GT4XS
-
© (4]
RG-52952G-E V3
E—
e (]
RG-RAP1200(P)
e (]
RG-RAP2200(F)
e o
TU (Camera)
] (]

(2) Enter the BOM name.

10:40 7 T

< Product

(3) Check BOM details.

® Display the scenario and devices.
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10:407 T

< Product

Universal

Standard Premium Economic

1 BOM

® Display BOM features.

10:40 7 ol T )

< Product

Standard Premium Economic

1 Feature @

@ App and Cloud Management
@ Flexible Authentication

. Multi-WAN

© Network Su’urityb

@ Stable Wi-Fi Coverage

| Gateway

o m

® Displays details of devices.
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10:407 wl T
< Product
Standard Premium Economic
| Gateway
RG-EG105G V2
1 Switch
® Access Switch
RG-NBS3200-48GT4XS

RG-52952G-E V3

o m

10:407 o T
4 Product

Standard Premium Economic
1 Wireless
* Wall

RG-RAP1200(P)
* Ceiling
RG-RAP2200(F)

o m

® Display the topology. The BOM can be exported in Excel format.
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10:40 T

Standard Premium Economic

1 Topology

® o

1 Contact
Name: Phone:

Company:

5 Community

5.1 Topics

Topics provides several types of documents to help you obtain documents such as PoC guides, cookbooks,
and battle cards.

You can search documents by entering keywords.
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Topics Videos
All Community
Search Key Words Q T Filter
Featured Followed e
New Reply

[Topic Discussion] Do you have better solution

to solve the power issue in the remote area?
Topic Discussion Other

103 1 2023-06-14 Follow
802.1x Authentication with Ruijie And Dynamic
VLan Assignment on Ruijie Cloud
Switch Wireless Cloud

310 2 2023-06-09 Follow

B@ [Mesh Wi-Fi Feedback] Feedback your ideas

to get a Free Mesh Wi-Fi!
Activities Feedback Mesh Wi-Fi

1851 12 2023-06-0 Follow

[Knowledge Base] Ruijie Reyee Mesh Wi-Fi

Knowledne Rase

®

SaleForce Product

5.2 Videos

& O &

Project Community My

Community

Videos provides scenario-specific configuration videos, which help users solve technical problems within just a

few minutes.

Topics

Ruge 1Reyes

2L Howwessdpoe
o 1008

Howto Block APP
on Reyee EG Router

SaleForce Product

Videos

@English | rCollect

How to extend PoE distance to
100+ meters in CCTV projects

2022-03-11 @ 1000+ < Share

How to view CCTV camera via
mobile phone remotely

2022-02-23 © 1000+ <5 Share

romote ortrol

How to fast restore missing
configuration

2022-02-09 © 1000+ <5 Share

How to Block APP on Reyee
Router?

2022-01-13 © 1000+ <% Share

router

How to Enjoy The Real Project in
Cloud APP

2021-12-09 © 1000+ % Share

o 0 &

Project  Community My
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6My

My displays information about the account and provides some tools to users.
= Q
A .

@

RCE

Company Manageme..
Bind Company Manager
Feedback

Attendance

Submit Syslog

Tech Support

B © & @ a

SaliFore  Product Project  Community My

6.1 Ruijie Official Website

Click it to browse the Ruijie official website.
< More
About Us
Cloud Asia Hosting
Country China
Language English

Time Zone

Antarctica/Vostok

Latency Test Beta
Ruijie Cloud Encyclopedia

Ruijie Official Website

Gateway Setup

Switch account
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10:04 v %
<Ruifie Cloud
AA & ruijienetworks.com (]
Ruijie Q =
w v

HOT

RG-S6120
Unbalanced 10G Enterprise Switch Killer

& ain
Sales Enquiry Tech Support

6.2 Gateway Setup

Application Scenario

If there is an EG2100-P with an enterprise AP, you can set up the EG with Ruijie Reyee App.

Procedure

=] o

Q jialongg@yeah.net -~

@

RCE

Company Manageme..create a company
Bind Company Manager

Feedback

Attendance

Submit Syslog

Tech Support

@ ® & @ &

SaleForce Product Project Community My
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< More

About Us >

Cloud Asia Hosting

Country China

Language English >

Time Zone

Antarctica/Vostok

Latency Test Beta >
Ruijie Cloud Encyclopedia >
Ruijie Official Website >

Gateway Setup >

Switch account

(1) Power on the EG, configure AP to work in Fit AP mode, and connect the AP to a LAN port of the EG.

7:32 Wl 4G -

< Gateway Quick Setup

S

/

e i
&4

Power on the EG, set AP to Fit AP mode, and connect
the AP to any port of EG except WAN 0.

Setup @

(2) Connect to the Wi-Fi named RJI_XXXXXX, where XXXXXX indicates the last 6 digits of a device's SN.

92



Implementation Cookbook My

7:32 i 4G -

< Gateway Quick Setup

Connect to the Wi-Fi RI_XXXXXX. XXXXXX indicates
the last 6 digits of device SN.
Default Username/Password: admin/admin.

Select Wi-Fi

Setup @

(3) Click Setup and complete EG quick setup according to the video at

https://www.ruijienetworks.com/support/video-1713.

6.3 About Us

You can tap About Us, to learn about Ruijie Cloud and check whether the APP version is the latest or not.
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< About Us

S

Ruijie Reyee

Current Version v7.1.3
About Ruijie Cloud

Rate

User Agreement | Privacy Policy

More advanced features on Ruijie Cloud Web

https://cloud.ruijienetworks.com Copy

6.4 Feedback

You can submit the feedback to the APP team if you have any suggestion about the APP.

= a
A I

@

RCE

Company Manageme..,
Bind Company Manager
Feedback

Attendance

Submit Syslog

Tech Support

B @ & @ a4

SaaForce Product Projct  Community My
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< Feedback

mmsmmm  New Wireless Bridge
. W Design

-
Feedback

Rate your overall satisfaction

Enter your suggestions or complaints a
bout our products, services, or this App.
Upload Picture/Video

Jpload a picture or video to help us
understand your request

+

6.5 Language

Select the APP language.

=] o)

A jialongg@yeah.net -~

RCE

Company Manageme..create a company
Bind Company Manager

Feedback

Attendance

Submit Syslog

Tech Support

@ ® & @ &

SaleForce Product Project Community My
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[-EXI-TY 0 10 D 19:49
< More
About Us >
Cloud Asia Hosting
Country China
English >
Time Zone

Antarctica/Vostok

Latency Test Beta >
Ruijie Cloud Encyclopedia >
Ruijie Official Website >
Gateway Setup >

Switch account

6.6 Submit Syslog

Application Scenario

You can submit the syslog if Ruijie Reyee App cannot run properly.

© nstruction

Syslog is used by R&D for fault locating and troubleshooting. If you have any problems during usage, contact
technical support engineers.

Procedure

(1) Tap Submit Syslog and Send to create a syslog message.

Commit log

Submit logs to us if you encounter
any software exception. Our
engineers are here to help you with
troubleshooting.
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(2) After the syslog message is created successfully, tap Copy to copy the syslog message and send it to

technical support engineers.

Succeeded

Size: 515.354KB

ID: 9079

You can copy this message to
share the syslog.
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